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1	Decision/action requested
Approve conclusion to key issue #4 – Signalling overload due to Malicious Applications on the UE
2	References
N/A
3	Rationale
This contribution provides a conclusion for Key Issue #4 suggesting to leave (the decision for) normative work to SA2.
4	Detailed proposal
*** Beginning of Change 1 ***
7.X	Key Issue 4: Signalling overload due to Malicious Applications on the UE
For the detection of malicious behaviour of UEs no normatieve work is needed as the network analytics functionality specified in 3GPP TS 23.288, clause 6.7.5, is sufficient.
For the protection of the network against malicious behaviour of UEs new normative solutions may be required, since the overload control mechanisms suggested in 3GPP TS 23.288, Table 6.7.5.3-2 may not be UE specific enough and therefore may also affect non-malicious UEs. Solutions such as Solution #6, Solution #12, Solution #17, and Solution #19 may be the type of solutions required. However, all these types of solutions are in scope of 3GPP SA2 and not in scope of 3GPP SA3. It is therefore suggested to leave the decision on whether or not new solutions are needed (and their details) to 3GPP SA2. Hence normative work will not be created by 3GPP SA3.
*** End of Change 1 ***

